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The Tesla Model S key fob

- TI TMS37F128
- TMS37126 (transponder)
- MSP430 (MCU)

X-ray picture

No firmware readout protection
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• Time-Memory Trade-Off Table
  • Key recovery in ~2s on a Raspberry Pi
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Proof of Concept attack

USB Power bank
Raspberry Pi 3 Model B+
Proxmark3 and Yard Stick One
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More information

- [esat.kuleuven.be/cosic/cosic-cryptography-blog/](esat.kuleuven.be/cosic/cosic-cryptography-blog/)
- Poster sessions
- [@CosicBe or @LennertWo](cosicbe)
- WIRED article
- Live demo?!